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POLICIES 
 

Save the Children Federation Inc., Save the Children Action Network, and Save the Children Head 
Start (collectively, “SCUS”) are committed to the highest standards of corporate governance, fiduciary 
duty, responsibility and ethical behavior. Fraud, bribery, and corruption go against our core values of 
Accountability, Ambition, Creativity, Collaboration, and Integrity, diminish our impact for children, 
undermine the viability of our organization, and breach the trust placed in us by our donors.   

SCUS has a zero tolerance policy with respect to fraud, bribery, corruption, and other forms of 
corporate dishonesty in its programs and operations.  For the purposes of this policy, the following 
definitions apply: 

 Fraud – Any act or omission that intentionally misleads, or attempts to mislead, another party 
in order to obtain a financial or other benefit or to avoid an obligation. 

 Bribery – Giving, paying, promising, offering, or authorizing the payment of anything of value 
to any party to influence any person or entity to act improperly.   

 Corruption – The use or abuse of one’s authority or position within Save the Children for 
private gain.  

Conduct that constitutes fraud, bribery, or corruption includes, but is not limited to, the following: 

 Abuse of a Position of Trust – The improper use of one’s position within SCUS or a 
connected organization to materially benefit oneself or any other party (e.g., intentionally 
providing confidential material – such as the contents of a tender process – to a third party).  

 Bank or Check Fraud – The dishonest manipulation of any banking system or record (e.g., a 
check, bank statement, or electronic transfer). 

 Brand Fraud – The use of Save the Children’s name, branding, or documentation for 
unauthorized or illegitimate ends. 

 Corruption of Government Officials – Giving gifts to Government Officials in violation of 
applicable laws and/or gifts and ethics rules or making payments that are not required by law 
to Government Officials or to another person at the request of the Government Official.  This 
includes so-called “Facilitating Payments.” 

 Embezzlement – The misuse of funds, property, resources, or other assets that belong to 
SCUS or a connected organization or individual for personal gain.   

 Expenses Fraud – The dishonest use of the expenses system to pay money or other benefits 
to which the recipient is not entitled or the falsification of expense reimbursement reports. 

 False Accounting – The deliberate entry of false or misleading information into any form of 
accounting or financial record or the deliberate omission of relevant information, including 
maintaining “off-book” accounts. 
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 Forgery or Falsification of Documents – The dishonest creation, alteration, signing, or use 
of all or any part of a document, including without limitation contracts, reports, or other 
records.  

 Paying or Receiving Kickbacks – Payments improperly made to an individual by a supplier 
or vendor, usually in exchange for unduly providing a business advantage or benefit to the 
supplier or vendor.  . 

 Money Laundering – The concealment of illegally obtained money. 

 Nepotism or Patronage – The improper use of one’s employment to favor or materially 
benefit friends, relatives or other associates.  

 Payroll Fraud – The manipulation of the payroll system to make unauthorized payments to 
oneself or another.  

 Procurement Fraud – Any dishonest behavior relating to procurement or tendering process, 
(e.g., falsely creating bids or quotes, sharing confidential procurement-related information with 
third parties, paying for product that does not meet the description of the product SCUS 
contracted to purchase, or agreeing to requests for false invoices).  

 Supply Chain Fraud – The misdirection or theft of goods, forging of stock records, or 
creation of fictitious companies through which to channel payments.  

 Tax or Duty Evasion – The avoidance of paying a tax or other duty that one is aware should 
be paid. 

 Theft – The taking of anything of value that belongs to another. 

 Undisclosed Conflicts of Interest – Failing to disclose accurate and complete information 
about personal or financial interests, commitments, or loyalties that relate to one’s duties at 
Save the Children.  

 

SCUS’s policy is to comply with all applicable laws pertaining to fraud, bribery, and corruption, 
including the Foreign Corrupt Practices Act (FCPA) and relevant donor requirements pertaining to 
fraud reporting and investigations.  In the event of any perceived difference between the requirements 
of this Policy and any legal requirement, SCUS should always act in accordance with the highest 
applicable standard.  For a detailed discussion of the FCPA, see Annex A. 

 

In addition to personally refraining from the types of conduct prohibited above, all SCUS employees 
are responsible for taking appropriate steps to prevent, deter, and detect fraud, bribery, and corruption 
within their areas of responsibility.  As set forth in Procedure II, SCUS employees should consider 
fraud, bribery, and corruption risks at the outset of new programs, operations, or other significant 
activities and take reasonable steps to mitigate those risks (in coordination with SCI, where 
appropriate).  All SCUS employees and, especially Managers, must routinely monitor program 
activities and operations for any irregularities that could suggest the presence of fraud, bribery, 
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corruption, or corporate dishonesty and report any concerns in compliance with the procedures set 
forth below. 

 

As detailed in Procedures III and IV, all SCUS employees or Partners who suspect any type of 
behavior that is inconsistent with this Policy is occurring, may have occurred, or may occur must 
report it to their manager, the Legal Department, or through SCUS’s anonymous hotline: 
http://savethechildren.ethicspoint.com.  As indicated in Procedure V, reports of misconduct or 
concern may be made without fear of harassment, demotion, dismissal, disciplinary action, remedial 
action, suspension, threats or any method of retaliation by any party.  SCUS will not tolerate any 
retaliation against an employee for making an allegation of fraud, bribery, or corruption in good faith. 

 

As stated in Procedures VI and VII, SCUS Management is committed to taking all appropriate 
disciplinary, legal, and other corrective action in light of any findings of fraud, bribery, or corruption 
and to taking steps following any incidents of fraud, bribery, or corruption to review controls and 
protocols to identify and address any gaps or weaknesses in our procedures or, where relevant, our 
Partners’ procedures.   

 

The SCUS Chief Compliance Officer oversees and manages SCUS’s anti-fraud and anti-corruption 
compliance efforts, and is responsible for the administration of this Policy.  Any questions or 
concerns regarding topics covered in this Policy may be directed to your manager or the Chief 
Compliance Officer.   

PROCEDURES  

II. GGeneral Compliance with the Zero Tolerance Policy
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III. PPrevention and Detection of Fraud Bribery and Corruption

 

 

 

IIII. EEmployee Reporting of Fraud, Bribery and Corruptions Concerns  
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IIV. RRules and Procedures for SCUS Partners (other than SCI) 

 

 

 

VV. WWhistleblower Protections 

 

VVI. IInvestigating and Remediating Allegations of Fraud, Bribery, and Corruption 
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VVII. CConsequences for Violations 
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TRAINING REQUIREMENTS 

 

MONITORING MECHANISMS 
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EXCEPTION APPROVAL PROCEDURE 

Procedure/ Action Action Owner 

 

VERSION CONTROL 

COMPL-01.4 March 5, 2018 Revision of existing Zero Tolerance Policy

COMPL-01.3 May 5, 2016 Revision of existing Zero Tolerance Policy

COMPL-01.2 May 5, 2015 Revision of existing Zero Tolerance Policy

COMPL-01.1 November 23, 2013

COMPL-01.4 March 5, 2018 Revision of existing Zero Tolerance Policy
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Annex A: 
 
TThe FCPA and Other Anti-Corruption Laws 
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Annex B:
FFraud, Bribery, and Corruption Risk Assessment and Mitigation Resources

 
 
 
 

 
 

 



 
 

 14 

Annex C:
MModel Clauses 
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